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Response to SA3 Questions
GSMA SECAG thanks 3GPP TSG SA WG3 for its LS in S3-202244, requesting GSMA SECAG views on the proposed study item for penetration testing within 3GPP SCAS specifications. 
GSMA SECAG has discussed the LS and generally SECAG is happy to collaborate with SA3 on penetration testing. However, some questions were raised on the current text of the proposed SA3 study on which SECAG would appreciate more information as follows: 
1. More details on the scope of the penetration testing within 3GPP SCAS specification that SA3 intends to study. 
1. Clarify more the benefits and the additional level of assurance that is expected by adding penetration testing to NESAS/SCAS scheme.

It would be helpful if SA3 can elaborate on the above points before approving the study item. 

On the question regarding the work split between GSMA SECAG and 3GPP SA3, it was noted that the GSMA objectives in the study  item can be done by SECAG after SA3 have made enough progress on the study item and reached its conclusions. 
ACTIONS
SA3 is kindly asked to consider the questions above. SECAG is happy to continue to liaise with SA3 on this topic should SA3 see the need for further exchanges.
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